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Abstract 

This research aimed to identify and evaluate the Cybersecurity Factors in Thailand’s 

Metaverse Adoption by adopting a mixed-method approach. The qualitative study 

categorized participants into four groups, which comprised 15 experts in cybersecurity 

and the Metaverse. Data collection involved e-Focus groups combined with digital 

surveys and employed Fuzzy Set Theory for data analysis. In the quantitative study, data 

were collected from 800 Meta users in Thailand using a digital survey and Exploratory 

Factor Analysis for data analysis. In the qualitative conclusion, the analysis, utilizing the 

Fuzzy Technique with a 0.917 threshold, identified key components. In the quantitative 

conclusion, the research encompassed 800 Meta users in Thailand. Exploratory Factor 

Analysis confirmed a variable set that accounts for 83.885% of the total variance, 

categorized into four key components. Additionally, eleven factors were consolidated into 

a unified entity called 'Cybersecurity Factors in Thailand's Metaverse Adoption' (CFTM).  

 

Keywords: Metaverse, Cybersecurity, Exploratory Factor Analysis, Digital survey, 

Fuzzy Set Theory. 

 

Introduction 

The Metaverse, inspired by the 1992 novel "Snow Crash," is rapidly gaining traction due 

to technological advancements and the increased demand for virtual experiences, notably 

during the COVID-19 pandemic. Mark Zuckerberg's announcement of Facebook's 

involvement in the Metaverse has further fueled its growth. Thailand has moderate 

readiness for the Metaverse Economy, spanning government, private sectors, academia, 

and infrastructure. However, the country faces significant cybersecurity challenges in its 

digital landscape, particularly among its numerous internet users, including teenagers. 

Thailand's National Cybersecurity Strategy 2017-2021 addresses key concerns but lacks 

specific focus on Metaverse cybersecurity. 

Thailand's readiness for the impactful Metaverse Economy, bridging reality and virtual 

worlds through platforms like "Second Life," is moderate but evolving across 

government, private sectors, academia, and infrastructure. Consumer participation holds 

economic significance in this next phase of the digital economy (Thammajai, 2021). 

Thailand is confronted with diverse threats arising from social media technology. The 

number of internet users has risen to nearly 40 million, encompassing over 24 million 

individuals aged six and above. Notably, teenagers account for approximately one-third of 

these users. Weekly internet usage averages 41.4 hours, majorly through smartphones. 

Facebook and LINE are prominent environments.  
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Thailand's National Cybersecurity Strategy 2017-2021 tackles eight key concerns, 

enhancing trust, securing information infrastructure, bolstering the digital economy, 

promoting responsible online use, countering cybercrime, and highlighting innovation. It 

evaluates readiness, potential issues, and cyber threats across legal, technical, personnel, 

system, and investigative dimensions (Office of the National Security Council, 2017). 

Nonetheless, scant focus has been directed towards exploring the cybersecurity 

dimensions linked with incorporating the Metaverse in Thailand. This research seeks to 

pinpoint and assess the cybersecurity elements that impact the acceptance of the 

Metaverse in the Thai setting. 

 

Literature Review  

Skinner et al. (2006) introduced "meta-information," highlighting privacy risks in 

Metaverse applications like Second Life. Leenes (2008) focused on privacy within 

Second Life, underlining virtual world privacy issues. Yang et al. (2022) explored 

blockchain-based games like 'Axie Infinity,' showcasing Metaverse diversity. Lee et al. 

(2021) emphasized early privacy considerations in Metaverse design. Mufti et al. (2018) 

developed a security readiness model for broader Metaverse security. Acquisti and Gross 

(2006) probed privacy on Facebook, shedding light on virtual space privacy. 

Duan et al. (2021) presented CUHKSZ Metaverse using blockchain, highlighting its 

potential. Lim et al. (2022) surveyed Metaverse adoption, enriching our understanding. 

Dionisio et al. (2013) highlighted the transformative Metaverse potential. Irfan et al. 

(2019) tailored an IT readiness model for higher education. Sardjono (2019) provided a 

readiness model methodology. The Metaverse roadmap (2016) outlined Metaverse 

scenarios. Jon Radoff's framework (2021) structured Metaverse layers. In "Critical 

Factors of Readiness Model for Metaverse Security and Privacy Adoption" and "Security 

and Privacy Factors for Metaverse Adoption in Thailand," researchers used Fuzzy, EFA, 

and CFA techniques to identify essential elements in Metaverse security, privacy, and 

readiness. These studies contributed to readiness models, emphasizing the importance of 

addressing key factors for successful Metaverse adoption and regulation, especially in 

security and privacy contexts. 

The Metaverse, a convergence of real and virtual worlds, presents both challenges and 

opportunities. User authentication remains a hurdle requiring seamless connectivity (Ning 

2021). Kim's research highlights the integration of the Metaverse in education, 

particularly its role in enhancing cybersecurity education (Kim, 2021). Natalia P's work 

underscores the effectiveness of virtual reality in complex learning (Poddubnaya 2020). 

Addressing the Metaverse involves considerations of social acceptance, security, privacy, 

trust, and accountability. Understanding user behavior and mitigating risks like privacy 

breaches are crucial. Biometric data from VR devices necessitates accuracy and system 

security improvements (Lee, L.-H. 2021). Joo-Eon JEON's study explores how user 

experience-driven design innovation influences user-platform relationships within the 

Metaverse, highlighting factors like identity, attractiveness, novelty, usability, and 

interaction, which enhance platform identity and commitment (Jeon, J. E. 2021; Tongvijit, 

2023). 

The role of the digital landscape in education and skill development, particularly for 

youth, is expanding. However, this shift brings both societal benefits and challenges, 

including cybersecurity concerns in emerging mirror worlds. Managing data overload is 

crucial for maintaining balanced human interactions (Channuwong, 2018; 

Metaverseroadmap 2016). Kim defines the Metaverse as a seamless blend of virtual and 

real internet worlds. Edge computing addresses data privacy concerns and complements 

cloud solutions for enhanced Metaverse security (Lee, 2021). Assisted Reality, such as 

smart glasses, improves screen interaction, facilitating online retail testing. Virtual 

Reality, facilitated by VR glasses, connects users to digital realms. Huansheng Ning et al. 
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classify Metaverse dimensions, encompassing social and hyper Metaverse spatial 

attributes (T., K. 2021; Ning, 2021). 

Radoff's framework categorizes the Metaverse into seven tiers: infrastructure, human 

interface, decentralization, spatial computing, creator economy, discovery, and 

experience. Each layer addresses key aspects, from infrastructure and user control to 

blockchain tech and immersive challenges, potentially surpassing the real world (Radoff, 

2021). Meanwhile, Sebastian (2023) highlights substantial Metaverse cybersecurity risks, 

including data privacy, access, blockchain-based NFTs, and more. The research also 

offers mitigation strategies to address these risks, ensuring a more secure Metaverse 

environment. 

Channuwong et al. (2023) and Kim (2021) emphasized data protection and the 

educational potential of the Metaverse, particularly in virtual Reality, highlighting its 

positive impact on learning outcomes. Evangelista (2010) and Ning et al. (2021) 

identified five critical open issues in the Metaverse, including security, privacy, ethics, 

interaction, computation, and standardization. 

Große et al. addresses methodological challenges in studying critical infrastructure 

protection (CIP), particularly CIP governance, using the Swedish case of Styrel, a 

complex electricity prioritization system. It employs document analysis, interviews, and 

surveys, highlighting obstacles such as information sharing, methodological limitations, 

policy uncertainty, and data quality issues. The study underscores the importance of 

fostering collective intelligence and mutual understanding among CIP stakeholders while 

developing innovative methods to overcome these challenges in research and practice 

(Große, 2021). 

In the field of legislation, the researcher has meticulously gathered a wide range of 

pertinent Thai legal clauses. This compilation is based on law-related announcements and 

data collected by the ICT Law Center, covering various potentially relevant laws. In total, 

this comprehensive collection consists of 39 distinct legal provisions (ETDA, 2021). 

Leenes (2009) pointed out about the regulation of privacy in the Metaverse. This desire 

for privacy diverges from second life's fundamental qualities, which emphasize social 

interaction, transparency, and openness. Consequently, alternative methods of control are 

imperative. While the environment facilitates the exchange of information about 

residents, shifts in governance structures are emerging. Internal governance could pave 

the way for more standardized approaches and resident involvement.  

Additionally, robust regulatory tools like law enforcement and the justice system are 

available. Insights garnered from real-world experiments and governance theories hold 

considerable value. The safeguarding of fundamental rights, including privacy, 

necessitates societal commitment (Leenes, 2008; Leenes 2009).  Manasan (2021) 

categorized laws related to the Metaverse as follows: 1) Platform regulations. 2) Laws 

pertaining to blockchain, cryptocurrency, and NFTs. 3) Intellectual property legislation. 

4) Regulations for the protection of personal data. 5) Fraud prevention measures.  

Lee's study delves into the adoption dynamics of Metaverse services, including AR, 

lifelogging, mirror worlds, and virtual worlds. Metrics like IP traffic and iPhone sales are 

used to assess adoption, employing the Bass model to analyze two years of data (2008-

2009). The findings highlight varying levels of innovation and imitation coefficients, with 

Second Life displaying significant innovation effects. Imitation effects tend to outweigh 

innovation effects across all services (Lee, 2011). Additionally, Trimi et al. (2011) 

provided a concise definition of key Metaverse concepts, encompassing virtual and 

mirror worlds, AR, and lifelogging. 

Assessing innovation in the agricultural sector poses challenges due to its complexity. 

Previous research has predominantly focused on measuring innovation in manufacturing, 

neglecting agricultural firms (Ariza 2013). The emergence of social media has prompted 
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educators to rethink learning approaches. This study explores a social business gaming 

platform that applies social networking concepts in academia, aiming to enhance creative 

and analytical skills, particularly in information systems security (Neville, 2013). 

 

Theoretical Framework 

This study employs a mixed-method research technique. Its main goal is to explore the 

Cybersecurity aspects involved in Thailand's progression towards adopting the Metaverse 

(see Figure 1). 

Understanding 

(UN)

Approach (AP)

Legislation (LE)

Function (FU)

Cybersecurity Factors in 

Thailand's Metaverse 

Adoption (CFTM)

 

Figure 1: Conceptual framework of the research 

 

Methodology  

The aim of this research was to investigate cybersecurity factors in Thailand's metaverse 

adoption. This research employed a mixed-method approach, encompassing both 

qualitative and quantitative methodologies. In this section, the researcher employed the 

following methods: 

Qualitative Methodology: For the purpose of this study, the population and sample groups 

were categorized into four distinct segments: Group 1 consisted of two individuals from 

the National Cybersecurity board; Group 2 comprised four specialists in the field of 

Cybersecurity; Group 3 included five university professors; and Group 4 encompassed 

four experts specializing in the Metaverse domain. Therefore, all four groups consisted of 

15 people. The study utilized e-Focus group conducted using Zoom and online surveys 

administered through Google Forms as its main data collection methods. The chosen data 

analysis technique was the Fuzzy Set Theory. A questionnaire was combined with e-

Focus group involving 15 specialists to address main and sub-issues. Relevant factors and 

indicators were identified with a threshold of acceptance at 0.917. 

Quantitative Methodology: This research collected data from a sample of 800 Meta users 

in Thailand, selected through a simple random sampling method. In this study, data 

collection was accomplished through the use of a digital survey. Researchers compiled 

literature reflecting the insights of 15 experts, which was then utilized to create a 7-point 

Likert scale questionnaire. The data collection process involved distributing the online 

questionnaire through various platforms, including the Facebook page, Line Application, 
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and email. This data collection phase spanned three months and involved 800 

respondents. Following this, all 800 datasets underwent thorough scrutiny for accuracy 

before being utilized in subsequent statistical analyses. Frequency and percentage were 

used to analyze general data of participants. An exploratory factor analysis (EFA) was 

conducted using the principal component analysis method with orthogonal rotation, 

specifically the Varimax rotation method. Indicators with a component weight less than 

0.5 or cross-loading greater than 1 were excluded. The remaining indicators in the model 

were required to possess an Eigenvalue greater than 1.0, in accordance with the 

recommendations of Hair et al. (2006) and Rangsungnoen (2011) for EFA. 

 

Results  

E-Focus group Results: Fifteen specialists were given the option to address the main 

inquiries using either the Zoom application or they could choose the alternative method 

of the Google form to gather data. Following the conclusion of the e-focus group, 

researchers analyzed and distilled insights from the recorded Zoom interactions and 

submissions via Google Forms, following the outlined procedure. 

Understanding (UN): The understanding of the Metaverse is limited, emphasizing the 

need for education. Legal structures exist but face challenges in enforcement. Cyber-

vaccination and cyber-literacy are strategies, but they require sufficient literacy for 

effectiveness. Immersion in the Metaverse can impact mental well-being, especially for 

those with depressive disorders, highlighting the importance of awareness. Detachment 

from reality due to the allure of the virtual world exposes individuals to cyber-threats. 

Education on Metaverse utilization and safety protocols is crucial to prevent 

cybercriminal activity. Objectives in the Metaverse vary among user groups, necessitating 

tailored knowledge dissemination. Collaboration between sectors is vital for 

understanding user interactions and service provision.  

Technological disparities must be addressed to minimize digital discrimination within the 

Metaverse. Education plays a crucial role in reducing disparities, with most users relying 

on advertisements, lectures, and seminars for information. Authentication is essential for 

credibility, and AI-driven behavioral analysis aids in identity recognition and secure 

transactions. Privacy concerns require international standards, and security risks like data 

collection and movement must be addressed. Device safety is a concern in the Metaverse, 

with factors like age, gender, and data security needing consideration. Current designs 

prioritize functionality over safety, potentially leading to accidents and cybersecurity 

breaches. Privacy protection for personal data collected by Metaverse devices is crucial, 

and random checks are necessary to uncover concealed functionalities.  

Assessing the necessity of personal data collected by Metaverse devices is crucial. 

Despite essential data needs, privacy protection might be inadequate. Random checks are 

necessary to uncover concealed functionalities. Data security should persist throughout a 

device's lifecycle, including access, maintenance, and repairs. Data providers must 

consent to sharing with devices. Regulatory gaps leave privacy vulnerabilities due to a 

lack of alignment with international laws. Undiscovered software vulnerabilities pose 

cyber threats, and device-user linkages make privacy management contingent on user 

conduct. The lack of a dedicated regulatory authority or framework for the Metaverse 

poses challenges, including issues related to audit criteria and data usage standards. The 

dominance of a few major platform developers with widely used devices makes ensuring 

reliability and verification complex. In conclusion, the evolving Metaverse requires 

comprehensive education, tailored initiatives for diverse user groups, collaboration, 

security, privacy protection, and safety considerations in device and system development.  

Approach (AP): In the context of Thailand's Metaverse adoption and its cybersecurity 

aspects, there is a need for a well-defined approach. This approach should encompass an 
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educational process catering to both beginners and advanced users, involving both public 

and private sectors to ensure comprehensive knowledge dissemination across various 

segments of society. The aim is to explore opportunities for organizational and business 

benefits while establishing an ethical foundation for the evolving digital landscape. This 

ethical framework should cover various dimensions, including cybersecurity awareness 

and procedures, akin to educating individuals about the dangers of drunk driving. 

Currently, there is no National Security Awareness Day, and the National Cybersecurity 

Board should prioritize creating awareness, especially concerning secure smartphone use 

and personal information protection. The national strategy requires adjustments to address 

these concerns effectively. Beyond individual cyberattacks, incidents like cryptocurrency 

billboard scams have revealed educational gaps, particularly among economically 

disadvantaged individuals with limited digital literacy. Leadership from influential 

regulators is crucial in addressing these challenges and developing an effective approach 

despite the shortage of expertise in this field.  

In terms of education about the Metaverse, various pathways can be followed, including 

integration into school curricula and public sector dissemination. Both the public and 

private sectors need structured efforts to understand Metaverse laws and ensure lawful 

usage. Establishing a legal framework or enhancing existing ones is crucial, requiring 

collaboration among organizations to harmonize regulations and assign accountability. 

Awareness initiatives should align with existing laws, including the Computer Crime Act, 

the Cyber Crime Act, the Personal Data Act, and regulations related to issues like sexual 

abuse and defamation. Structured approaches to educate committees about the Metaverse 

are essential for effective regulation, with oversight mechanisms in place to avoid missed 

innovation opportunities. Thailand could consider forming a committee overseeing virtual 

world use, which includes regulators like EDTA and NCSB. This committee would 

establish procedures, guidelines, and recommendations to align regulatory frameworks 

with the needs of the business sector. 

Legislation (LE): Legislation plays a vital role in governing the Metaverse, but striking 

the right balance between regulation and innovation is essential. Excessive regulation can 

stifle innovation and drive away investment and talent, while a lack of regulations can 

result in vulnerabilities. Thailand should establish tailored laws for the Metaverse to 

reduce ambiguity and enable effective enforcement, with justice institutions focusing on 

tracking wrongdoers and penalizing violations. Expanding existing legislation, such as 

the Personal Data Protection Act (PDPA), to include the Metaverse and assessing the 

applicability of the Computer Crime Act are important considerations. Education for legal 

professionals is crucial, as laws should be adaptable to keep up with technological 

advancements. Supplementary regulations can complement primary laws like the 

Computer Crime Act and the PDPA.  

The impact of law on the Metaverse extends to both users' daily lives and enforcement of 

activities. Well-crafted laws are crucial for justice and coexistence in the virtual realm, as 

the Metaverse's impact extends to the real world. Regulations are vital for both virtual 

and physical actions and can effectively mitigate damage. Comprehensive legislation in 

Thailand should focus on personal data security, cybercrime, cybersecurity systems 

development, equipment security standards, and maintaining order against criminal 

activities. Legal provisions should cover personal data oversight, virtual behavior norms, 

aggression, and monetary transactions. Establishing jurisdiction over international 

Metaverses is complex but necessary for surveillance and offender tracking. International 

collaboration is crucial to address offenses that transcend borders. Sectors associated with 

content production or distribution within the Metaverse should be provided with precise 

guidelines, overseen by regulatory bodies with a strong understanding of technology and 

business.  
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Regulatory standards should exclusively apply to pivotal aspects of the Metaverse that 

have significant societal impact, and regular review processes should be instituted to 

adapt to technological shifts. Striking a balance between regulation and innovation is 

crucial for the responsible growth of the Metaverse, ensuring both security and continued 

development. 

Function (FU): With no dedicated governing body for the Metaverse, the National Cyber 

Security Board (NCSB) oversees critical information infrastructure, while private sectors 

educate users. Regulatory jurisdiction extends to areas like the Stock Exchange of 

Thailand (SET) regulating Digital Assets, but Metaverse coverage might be inadequate. 

Ministry of Digital Economy and Society (MDES) oversees technology, involving 

various sectors. Collaboration among Ministries of Interior, Digital Affairs, and Justice is 

crucial. Data sovereignty is complex due to European ownership. Educating users and 

addressing national security are challenges. Regulatory measures, penalties, and 

collaboration between NCSB and NHSO are recommended for effective oversight.  

In cases where the business-oriented group can't provide information, an alternate group 

might be necessary, albeit originating from the same body as a guiding principle. The 

passage discusses the collaboration required among various Thai regulatory agencies to 

oversee the Metaverse. It emphasizes the challenges of regulating a foreign-owned 

platform and educating users in this context. Experts have highlighted various 

responsibilities of regulatory bodies, including NCSB's role in security monitoring. 

ETDA should concentrate on system development and security standards. NCSB is 

responsible for security laws. Other bodies like The Energy Regulatory Commission, 

Stock Exchange of Thailand, and Bank of Thailand handle enforcement, monitoring, and 

response. Collaboration is crucial as the virtual world intersects with reality, requiring 

coordinated efforts.  

Each agency should oversee critical legal matters within their existing jurisdiction, 

leveraging their understanding of the infrastructure and businesses, which possess 

broader connections than just the Metaverse. Educational institutions play a pivotal role 

in imparting direct knowledge and learning lessons, thereby serving as intellectual assets 

for the future advancement of the virtual economy, setting an example for the succeeding 

generation and ensuring long-term sustainability.  

The research initially identified certain factors from an e-Focus group dataset. Subsequent 

input from 15 specialists led to the expansion of factors to 131 across 4 components. 

Further analysis and merging of related concerns resulted in a refined enumeration of 76 

factors. This process ultimately led to the synthesis phase, where a final collection of 60 

factors was derived. These refined factors were organized within Table 1, representing the 

comprehensive insights obtained from the study. 

Table 1 Demonstrate the amalgamation of factors pertaining to Cybersecurity 

Component Raw factors Extraction factor Final factors 

Understanding (UN) 45 33 26 

Approach (AP) 13 10 10 

Legislation (LE) 30 15 12 

Function (FU) 43 18 12 

Total 131 76 60 

Fuzzy Set Analysis Results: The researchers conducted an online survey to obtain input 

from all fifteen specialists regarding the pertinent factors. This survey consisted of an 

online closed-ended questionnaire featuring a 7-point rating scale. The survey was 

facilitated through Google Forms, and participants were requested to evaluate the 

applicability of the factors. The researchers examined the data contributed by the entire 

cohort of fifteen specialists using a Fuzzy computer application. Given the presence of 

fifteen specialists, the process of computing Fuzzy membership values was executed in 
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the subsequent manner. Based on the responses of experts to a digital questionnaire and 

the formula Qx = ((n + 1)r)/4, it can be deduced that the entity at position 4 corresponds 

to Q1, position 8 aligns with Q2, and position 12 corresponds to Q3. Cybersecurity 

factors in Thailand’s Metaverse adoption were determined with a threshold of 0.917. 

Quantitative Results: The survey had 800 respondents, comprising 410 females (51.25%) 

and 390 males (48.75%). The majority fell within the 21-30 age group, accounting for 

785 individuals (98.125%), while only 15 respondents were in the 31-40 age group 

(1.875%). Most of the respondents reported using Meta were from Thailand. 

Exploratory Factor Analysis (EFA): The examination of the suitability of the variable set 

for the study was conducted. After removing some factors, the Kaiser-Meyer-Olkin 

(KMO) measure of Sampling Adequacy yielded a value of 0.661, surpassing the 0.60 

threshold. This indicated that, following Kim and Mueller's criteria, the set of variables 

was deemed suitable for component analysis. Bartlett's Test of Sphericity revealed a 

statistically significant correlation among the variables at the 0.000 level, confirming their 

appropriateness for component analysis, as detailed in Table 2. 

Table 2 Kaiser-Meyer-Olkin (KMO) and Bartlett’s Test Results 
KMO 0.661 

Bartlett's Test Approx. Chi-Square 10218.226 

 Df 55 

  Sig. 0.000 

Table 3 displayed the percentage of the overall variance within the variables that could be 

accounted for by individual factors. When the variables are mutually independent, the 

total variance equals the number of variables considered in the analysis. Eigenvalues were 

employed to determine the appropriate number of factors. 

Table 3 Presentation of the Total Variance Explained 
Total Variance Explained 

Component Initial Eigenvalues Extraction Sums of Squared Loadings 

Total % of 

Variance 

Cumulative 

% 

Total % of 

Variance 

Cumulative % 

1 3.643 33.122 33.122 3.643 33.122 33.122 

2 2.458 22.348 55.469 2.458 22.348 55.469 

3 1.695 15.413 70.882 1.695 15.413 70.882 

4 1.430 13.002 83.885 1.430 13.002 83.885 

5 0.893 8.114 91.999       

6 0.397 3.613 95.612       

7 0.245 2.231 97.843       

8 0.151 1.375 99.218       

9 0.062 0.561 99.779       

10 0.013 0.118 99.897       

11 0.011 0.103 100.000       

 

Conclusion 

The research involved 800 respondents, predominantly in the 21-30 age group, with 

51.25% females and 48.75% males. A notable majority from Thailand reported using 

Meta. The Exploratory Factor Analysis (EFA) assessed the variable set, meeting 

suitability criteria with a KMO measure of 0.661 and significant correlations via Bartlett's 

Test. Its clarified the variance explained by individual factors, totaling 83.885%, with the 
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first factor contributing 33.122% and the second 22.348%. The third and fourth factors 

explained 15.413% and 13.002%, respectively. 

The study's findings confirmed the appropriateness of the analyzed variables and 

identified four distinct components comprising a total of eleven significant factors. These 

components were consolidated into a unified entity referred to as "Cybersecurity Factors 

in Thailand's Metaverse Adoption" (CFTM). These components and their corresponding 

factors include: 

 Metaverse Governance and Regulatory Framework: This component underscores 

the necessity for comprehensive laws, knowledge-sharing organizations, government 

collaborations, and the establishment of the Thai Virtual World Security Agency 

(TVWSA) to ensure Metaverse safety. 

 Digital Behavior and Legal Education: This component encompasses various 

aspects, such as digital addiction, digital threats, and the importance of legal education. 

 Metaverse in Education & Device Security: This component focuses on the 

implementation of educational Metaverse practices in schools and the security of digital 

devices. 

 Online Security Awareness: Covering topics related to cybersecurity on the 

internet and the promotion of online security consciousness. 

This research adopted a mixed-methods approach to gather insights from specialists, 

utilizing e-Focus group sessions conducted via Zoom and open-ended online 

questionnaires through Google Forms. Despite time constraints, open-ended 

questionnaires, preferred by specialists, provided detailed responses and valuable 

feedback. The analysis employed closed-ended surveys and the Fuzzy Technique, 

yielding results that were in harmony with experts' viewpoints concerning the 

cybersecurity factor in Thailand’s Metaverse adoption. All factors exceeded the 

permissible threshold of 0.917, confirming their relevance in Metaverse Cybersecurity. In 

conclusion, the integrated approach effectively collected comprehensive specialist data, 

leading to the identification of four key components and eighteen distinct factors. 

Regarding the quantitative aspect, 800 respondents, primarily in the 21-30 age group with 

a gender distribution of 51.25% females and 48.75% males, participated. A significant 

number of respondents from Thailand reported using Meta. The Exploratory Factor 

Analysis (EFA) determined the suitability of the variable set, meeting the criteria with a 

KMO measure of 0.661 and significant correlations via Bartlett's Test. The analysis 

revealed that 83.885% of the total variance could be explained by four identified factors. 

These factors were consolidated into a single component and given descriptive names 

aligning with Cybersecurity Factors in Thailand's Metaverse Adoption (CFTM). 

The newly identified factors align with research conducted by Manasan (2021), Kim 

(2021), Radoff (2021), Lee et al. (2021) and Leenes in 2008 and 2009. Additionally, these 

factors are in accordance with the Office of the National Security Council (2017). 
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